**ОМВД по Прохоровскому району предупреждает**

Если вы получили звонок от незнакомца, который обещает награду или погашение ваших долгов в обмен на совершение диверсий, направленных на повреждение объектов военной инфраструктуры, правоохранительных органов, государственных учреждений или банков, немедленно прекратите разговор.

Помните! Ваши действия будут расценены как участие в тяжком преступлении, что повлечет за собой уголовную ответственность в виде лишения свободы на срок до 20 лет.

Если к вам обратились неизвестные с подобными предложениями, сразу же завершите разговор и свяжитесь с полицией. Не дайте себя обмануть и не поддавайтесь на уловки мошенников, ведь Ваши деньги они уже не вернут, но за совершенные вами противозаконные действия может грозить реальный тюремный срок.

**Почему важно знать, во что играют ваши дети?**

Сейчас компьютерные игры важная часть цифровой культуры. Они могут способствовать развитию логики, конкуренции, командной работы и даже концептуального мышления у детей. Однако важно помнить, что, как и в любой сфере, здесь существуют риски, которые требуют внимания.

**Опасность кибермошенничества**

В некоторых играх используются внутриигровые покупки и обмен предметами, которые могут стать объектом внимания мошенников.

Часто встречаются попытки получить доступ к игровым аккаунтам через фишинговые сайты или обманные сообщения.

Детей могут уговорить сообщить данные карты или логины и пароли от ваших аккаунтов или банковских приложений.

Вовлечение в противоправные схемы

В игровых сообществах могут появляться лица, вовлекающие несовершеннолетних в противозаконные действия: от распространения незаконного контента до участия в отмывании денег.

Некоторые игры включают в себя текстовые и голосовые чаты, где может распространяться противоправный и деструктивный контент.

**НЕГАТИВНОЕ ВЛИЯНИЕ ВНУТРИИГРОВОГО КОНТЕНТА**

Часть игр может содержать сцены войны, насилия или агрессии, не соответствующие возрасту ребёнка.

Могут распространяться радикальные идеи, включая пропаганду экстремизма и терроризма.

**КАК ПОМОЧЬ РЕБЕНКУ БЕЗОПАСНО ИГРАТЬ?**

Занимайте активную позицию:

Интересуйтесь игровой индустрией, изучайте отзывы и сами выбирайте во что будет играть ваш ребёнок. Отдайте предпочтение однопользовательским проектам от крупных студий, так как они практически полностью гарантируют безопасный игровой опыт.

**ОБЯЗАТЕЛЬНО УЧИТЫВАЙТЕ ВОЗРАСТНЫЕ ОГРАНИЧЕНИЯ.**

**БУДЬТЕ ИНФОРМИРОВАННЫМ:**

Интересуйтесь любимыми играми ребёнка, обсуждайте сюжет и игровые достижения.

Создайте доверительные отношения:

Ребёнок не должен скрывать от вас факты

**ИСПОЛЬЗУЙТЕ РОДИТЕЛЬСКИЙ КОНТРОЛЬ:**

Многие платформы (PlayStation, Xbox, Steam) имеют инструменты для ограничения времени игры и контроля общения.

**ОБУЧАЙТЕ ЦИФРОВОЙ ГРАМОТНОСТИ:**

Объясните, что такое безопасные пароли, фишинг и как реагировать на подозрительные сообщения.