📱Защита абонентов от спам-звонков

▶️Опубликован проект (http://regulation.gov.ru/p/150945) федерального закона, согласно которому компании, которые звонят абонентам мобильных операторов, должны будут предоставлять информацию о себе и цели звонков.

▶️Эти данные автоматически передадутся от оператора к оператору, и на телефоне абонента определится источник звонка.

▶️При этом абонент будет вправе отказаться от массовых вызовов или выбрать только те компании, вызовы от которых он готов принимать.

▶️Если компания не предоставит необходимую информацию, вызов будет блокироваться.

🪧Критерии массовых звонков и правила передачи сведений определит Правительство после вступления указанного проекта федерального закона в силу.

Согласно аналитическим сведениям начало октября ознаменовалось активизацией фишинговых ресурсов, нацеленных на пользователей онлайн-сервисов правоохранительных органов России.

❗️Так, аферисты, представляющиеся в телефонном разговоре сотрудниками МВД, активно применяют фиктивные сайты для подтверждения своей легенды, с помощью которых потенциальную жертву убеждают в том, что разговор происходит с реальным представителем органа государственной власти.

❗️В ходе общения, мошенники направляют номер удостоверения или идентификатора сотрудника ведомства, а также ссылку на имитирующий официальный ресурс сайт, на котором эту информацию якобы можно проверить.

❗️Для реализации подобной схемы мошенники используют и региональные информационные ресурсы.

‼️Будьте бдительны! Настоящие сотрудники таких методов общения с гражданами не применяют!

Мошенническая схема, в рамках которой аферисты пытаются взломать личный кабинет на Госуслугах.

Звонок от неизвестного:

«Вы пропустили свою очередь на бесплатную замену приборов учёта электроэнергии и теперь вам придется менять их за плату.

Но мы можем прямо сейчас попробовать восстановить ваше право на безвозмездную замену счетчиков.

Только назовите нам код из пришедшей вам СМС.».

‼️Не стоит доверять неизвестным лицам, предлагающим по телефону произвести замену приборов учёта и восстановить утраченное право на бесплатную замену.

Повесьте трубку!

Новая схема мошенничества, связанная с блогерами, на которых подписано более 10 тыс. человек.

😟 Аферисты регистрируют фальшивые сайты и завлекают туда блогеров с целью получить их личные данные обманным путем.

Они обещают помочь с подачей данных и получить регистрацию СМИ без дополнительных сложностей.

Товарищи блогеры, будьте бдительны!